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ABSTRACT

Image authentication techniques have recently gained great consideration due to its importance for a large number of multimedia applications. Digital images are increasingly transmitted over non-secure channels such as an internet. Thus, military, medical and quality control images must be protected against attempts to manipulate them; such manipulations could tamper the decisions based on these images. Hard authentication and soft authentication has some advantages and disadvantages. To overcome these drawbacks, this paper proposed hybrid design to protect the authenticity of multimedia images. The Approximate Message Authentication Code (AMAC) combines error-correcting codes with cryptographic techniques. In two phase tag generation algorithm have two tags where first tag is protect the image content by using dc elements of Discrete Cosine Transform (DCT) image and the second tag shows sensitivity of image by using ac elements of Discrete Cosine Transform (DCT) image. The proposed scheme attains better the robustness and fragility.
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I. INTRODUCTION

Multimedia authentication has recently gained significant attention due to the readily available multimedia editing and reconstruction tools and the need for transmission of multimedia objects, such as audio, video and text, over non-secure networks. Authentication of these multimedia objects is very different from standard data authentication. Multimedia data is almost always preprocessed or modified before usage or transmission over (insecure) networks. The preprocessing and modifications include such as compression, quantization, scaling, cropping etc. These operations affect the multimedia data; however, the content remains unaffected. Standard authentication mechanisms are effective in authenticating the actual multimedia data but not in authenticating the multimedia content. A new method for robust image authentication is discussed and developed in this paper. In general, the purpose of image authentication is to verify the authenticity of the images as long as the content is preserved.

To verify image authenticity using standard image authentication techniques, an authentication tag is calculated by the sender and appended to the compressed image or embedded in it. When the receiver decompresses the image, this may potentially result in a modified image which is usually identical to, or very close to, the original one. The image is declared authentic or inauthentic by comparing the reliably received or the extracted appended tag from the decompressed image with the recalculated or the re-extracted tag. Both sender and receiver use a shared secret key.
Organization of this paper: Section 3 presents the proposed scheme. Section 4 gives the simulated results and discussions. Section 5 deals with the conclusion and future work.

II. PROPOSED METHODOLOGY

The proposed approach consists two major algorithms are two phase tag generation algorithm and verification algorithm.

A. Two Phase Tag Generation Algorithm

Two phase tag generation algorithm consists of preprocessing of image, intermediate hash generation containing feature extraction and final hash. The flowchart for two phase tag generation algorithm is given in Fig.1.

1) Preprocessing

The preprocessing of an image includes the low pass Gaussian filter, Discrete Cosine Transform (DCT) image processing operation. If the image I is fixed square size image then it is applied to the low pass Gaussian filter. Otherwise the image I mapped to fixed square size image. To increase robustness against minor content-preserving modifications, an optional low-pass filtering such as a low-pass Gaussian filter can be applied. The pre-processed image is called J. Then the image J is divided into \( p^2 \) non-overlapping equal size blocks \( l \times l \). Here \( l = 8 \) which is a good match with the JPEG compression, the DCT mapping and the image size 128 x 128 or 256 x 256 in use.

The DCT is the most popular transform function used in signal processing. It transforms a signal from spatial domain to frequency domain.

2) Intermediate Hash Generation

The generic method for calculating the intermediate hash consists of first applying a transformation \( T \) on the image blocks \( J_1, \ldots, J_{p^2} \) to get the feature vector. \( v_i = T(J_i) \) is computed for each image block and the elements containing the more compact information about the image such as low frequency components are extracted and denoted by \( u_1, \ldots, u_{p^2} \) to be supported by hard authentication mechanism AMAC_1. The elements are quantized to form a q-bit message. Let the tag generated in this step be denoted as tag_1. The flowchart for Tag_1 generation is given in Fig. 2. The authentication tag is created based on a systematic error-correcting code \( (\text{Enc}, \text{Dec}) \), a standard MAC algorithm MAC(\( k_1, \ldots, k_p \)) and a symmetric encryption-decryption algorithm \( (E_{k_2}, D_{k_2}) \). \( \text{Enc}(\cdot, \delta)(\text{Dec}(\cdot, \delta)) \) is an encoding (decoding) algorithm with an error correction capability of \( \delta \) symbols and \( E_{k_2}(D_{k_2}) \) indicates an encryption (decryption) algorithm.
A selection of other elements from DCT image containing less compact information about image (AC components) are considered for the soft authentication step. The elements are used by AMAC2 tag generation algorithm to generate the second tag. The second phase of the hash generation tag takes the first ten AC coefficients of the DCT matrix of each block according to zigzag order and quantization table used in the JPEG compression algorithm. Then applying MAC algorithm. The flowchart for Tag2 generation is given in Fig.3.

1) **Final Hash Generation**

Concatenating tag1 output and tag2 output forms the final hash vector tag of the image or the authentication tag submitted over a reliable channel to the receiver.

**B. Verification Algorithm**

Let I’ and tag denote the received image message and the received tag respectively. tag is decomposed into its components tag1 and tag2 corresponding to the received tags generated by AMAC1 and AMAC2. The verification process of the proposed scheme takes place in two phases. I’ is pre-processed and divided into image blocks J’1, ..., J’p2 (here M = N = p) and after applying T to extract u’1, ..., u’p2 and quantization, the MAC is computed using the secret key. If the calculated MAC matches the received one extracted from tag1, the first phase of the verification corresponding to AMAC1 succeeds. Otherwise an attempt is made to correct u’1, ..., u’p2 using the error-correcting code. If the first verification phase succeeds, the second verification phase corresponding to AMAC2 starts. The verification in the second phase is successful if at least Tr.t2 positions in have equal hash blocks.

**III. RESULTS AND DISCUSSIONS**

An image I is fixed square size image then it is applied to the low pass Gaussian filter. Otherwise the image I mapped to fixed square size image. The output of low pass Gaussian filter is divided into p2 non-overlapping equal size blocks 1 x 1 where l=8 and p=32. Then applying Discrete Cosine Transform to each block. It transforms a signal from spatial domain to frequency domain. Low frequency components are extracted and to be supported by hard authentication mechanism AMAC1. The elements are quantized to form a q-bit message. Let the tag generated in this step be denoted as tag1. A selection of other elements from DCT image containing less compact information
about image (AC components) are considered for the soft authentication step. The elements are used by AMAC2 tag generation algorithm to generate the second tag2. Concatenating tag1 output and tag2 output forms the final hash vector tag of the image or the authentication tag submitted over a reliable channel to the receiver. The simulation results is shown in Fig.4

Now apply two phase tag generation algorithm for these 9 images that is original images and content preserved versions of images. Then comparing original hash with content preserved versions of images. As the results derives if the comparing hash of original images and content preserved versions of images are equal means the image is authentic, otherwise the image is inauthentic. The robustness and fragility is calculated for the two phase tag generation algorithm.

A. Robustness

The robustness can be measured by using True acceptance rate (TAR). To calculate a true acceptance rate for a total of n1 images (including original and content-preserved versions), let the number of content-preserved versions of the original images declared as authentic be n2.

\[
\text{True acceptance rate} = \frac{n_2}{n_1}
\]

From simulation, n1 = 6 and n2 = 6. Therefore, the true acceptance rate = 1 which is good for robustness of image.

B. Fragility

The robustness can be measured by using False acceptance rate (FAR). To calculate a false acceptance rate for a total of images (including the original and the modified/attacked versions), the number of n1 images judged as authentic images is calculated and denoted by n1'.

\[
\text{False acceptance rate} = \frac{n_1'}{n_1'}
\]

From simulation, n1' = 6 and n1' = 3. Therefore False acceptance rate = 0.5 which is good for fragility of an image.
Fig. 5. Original images: (a) cameraman, (b) saturn, (c) rice.

Fig. 6. Median filtered images of ordered 4: (a) cameraman, (b) Saturn, (c) rice.

Fig. 7. Average filtered images of ordered 8: (a) cameraman, (b) Saturn, (c) rice.

IV. CONCLUSION

A generic robust two-phase scheme for image authentication has been presented. The verification algorithm verifies the authenticity of the received image in two phases based on the combination of soft and hard authentication techniques. The proposed scheme was shown to be tolerant to common
content-preserving modifications on images which may be introduced during transmission or which may be the result of image processing operations. The robustness can be measured by using True acceptance rate (TAR) and Fragility can be measured by using False acceptance rate (FAR). Future work will be focused on improvement of the robust two-phase image authentication scheme towards to the tamper/forgery classification and accurate forgery area localization of image.
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